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(57) ABSTRACT

The present invention relates to state transition, especially
relates to method and means for state transition of Ethernet
linear protection switching. It is provided a method of state
transition for a local end of a protection group of Ethernet
linear protection switching in a local network element, and
the method comprises receiving a first message configured to
change the state of the local end with a first state, the first
message being overridden by the first state; receiving a sec-
ond message configured to change the state of the local end;
determining a second state of the local end on the basis of the
first message and the second message; and changing the state
of'the local end into the second state. In this way, there will be
no unnecessary state transition and then no traffic loss caused
by the unnecessary state transition.

16 Claims, 9 Drawing Sheets



U.S. Patent

o

Jun. 14, 2016

Revertive W

Sheet 1 of 9

T Revertive

SEL BRG State A (NR NR(r/b=null) NR(rfh null) State A (NR)

US 9,369,300 B2

SEL BRG

Forced Switch to Pr‘otectlon

FSis 1ssued9
State D (FS)

<1

r/b=normal) F3(r/b=nor.

Clear emd

clears local FS | /

State D (FS)

S is 1ssued

=

Clear emd—>
State A

Far-end FSis
reasserted
State B (NR)

NR(

NR(x/b=null)

I

r/b=normal)

S
Traffic lost
during this
period
SR R
—

St

FS(r/b=nor.

Traffic is bridged/selected on Working entity.

Traffic is bridged/selected on Protection entity.

o

\
SEL B_RG State A (NR:

Non-Revertive

Figure 1

NR(¢/b=null) NR(e/b=null)

Forced Switch o Prolection

FS is issued>
State D (FS)

FS(/b=nor;

r/b=normal)

Clea

r cmd clears local FS | /

ate D (FS)
BRI
Non-Revertive
E
State A (NR) SEL ]E%G
€IS is issued
State D (FS) SR

Extra transition
to State T
during this period

Clear cmd->
State T

Far-end FS is
reasserted

State B (NR)

NDNRG/h=normal)

NR{/b=normal)

i

i

3

3 Traffic is bridged/selected on Working entity.

Traffic is bridged/selected on Protection entity.

Figure 2

State D (FS)




U.S. Patent Jun. 14,2016 Sheet 2 of 9 US 9,369,300 B2

Revertive W E Revertive

SEL BRG  giate A (NR}NR{b=nuID NRGb=nulD) g0 avpy  SEL BRG

Manual Switch to Protection

<MS is issued

[ QMS is issued> A q@\ N
ate

State G (MS)

Clear ecmd clears local MS I‘///
S e T —

IFar-end MS
is reasserted | NR(r/b=normal)
T State B (NR)

r/b=normal) MSG&/b=nor

Traffic lost
during this
period

State G (MS)

MS(r/b=ng

SR e Y R

I Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.

Figure 3

Non-Revertive W E Non-Revertive

SEL BRG StateA(NR\w ﬂ@/ State A (NR)

Maunual Switch to Protection

SEL BRG

€MS is issued

R MS is issued>
State G (MS) [y Fod

State G (MS)

Clear ¢cmd clears local MS /
glear cmd-> DNR(r/b=normal)
State I /

Far-end MS
is reasserted NR(r/b=normal)
State B (NR)

MS(r/b=nor.

r/b=normal)

Extra transition
to State I

State G (MS)

W

S SRS

T Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.

Figure 4



U.S. Patent Jun. 14,2016 Sheet 3 of 9 US 9,369,300 B2

Revertive W L Revertive
SEL BRG State A (NR \NR(P[b:\nuH)> wl)/ State A (NR) SEL BRG
Signal Failure on Protection |
Detect SF-P>|_g - P(p/b=null)
State F (SF-P)
' Detect SF> State A (NR)
(overriden by SF-P)
SF-P recovers
Traffic lost Clear SF-P> _
during this State A NR(/b=null)
period <
T ST reasserted > SF(r/b=normal) State A (NR)
State I (ST)
] swenaw
RS
NR(r/b=normal)
SIS SIS
T Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.
Figure 5
Non-Revertive W E Non-Revertive
SEL BRG State A (NR NR(/b=null) NR@¥/b=null) State A (NR) SEL BRG
Signal Failure on Protection |
Detect SF-P> -P(rfb:nul])
State F (SF-P)
( ) DetectisFé State A (NR)
(overriden by SE-P)
SF-P recovers
Traffic lost Cs‘le‘” SAF'P9 NR(r/b=null)
during this tate !
period
N SF reasserted > SF(x/b=normal) State A (NR)
State E (SF)
\ [
S
NR(r/b=normal)
Y BN B

3 Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.

Figure 6



U.S. Patent

Extra transition
to State [
during this perio

Jun. 14,2016  Sheet 4 of 9 US 9,369,300 B2
Non-Revertive W E Non-Revertive
SEL BRG  gate 1 (DNR) (RNROb=normal)  DNRGb=normab, ... (pngy SEL BRG
Exercise
EXER is issucd> _ < EXER is issued
R(x/b=normal) =
S State K(EXER-P) EXER(1/b=n. State K(EXER-P) 5] [
Clear cmd clears local EXER |4//
Clear cmd—> _
State I DNR(x/b=normal) /
Far-end EXER-P
is reasserted RR(x/b=normal)
State M (RR-P)
EXERG/bnorman] State K (EXER-P)
R R SRS

T Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.

Figure 7




U.S. Patent

Jun. 14, 2016

Sheet 5 of 9

S810

S820

S830

S840

Figure 8

US 9,369,300 B2



U.S. Patent Jun. 14,2016 Sheet 6 of 9 US 9,369,300 B2

Revertive W B E Revertive
SEL B_:RG StateA(NR) NR(r/b:nu]]) NR(r/b—null) State A (NR) SEL B_:RG

Foreed Switch to Protection

&FS is issued

FS is issued>
N State D (F9) Y

State D (FS)

Clegr cmd clears local FS | /

FS(r/b=nor,

r/b=normal)

Clear cmd-> _
State B NR(r/b=normal) /
No Traffic lost
SRS BB
L Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.
Figure 9
Non-Revertive W E Non-Revertive
SEL BRG giate A (NR) o NR@b=null) NRGb=nul) g0 p (vgy SEL BRG
Foreed Switch to Proteetion
A FSisissued—> r/h=normal) Wl &FS is issued
N State D (FS) FS(/b=nor State D (FS) Y B
Clear emd clears local FS | /
Clear cmd-> _
State B NRfr/b=normal /
Direct
transition to
State B
SRS R

O Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.

Figure 10



U.S. Patent Jun. 14,2016 Sheet 7 of 9 US 9,369,300 B2

Revertive W E Revertive

SEL BRG giate A (NR) o NR(/b=nulD NRGb=null) oo a (vp) ~ SEL BRG

Manual Switch to Protection

MS is issued>
N N State G (MS)

Clear emd clears local MS I‘,//

Clear emd=>| \rp = normal)

State B /

<MS is issued

/b= D =
r/b=norma MS(x/b=nor. State G (MS) Sl

No Traffic lost

SN NS

L Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.

Figure 11
Non-Revertive w E Non-Revertive
SEL B_RG State A (NR) NR(/b=null) NR(r/b=nul) State A (NR) SEL B_RG
Manual Switch to Protection
Tg T MS is issued> +/b=normal) MS(+/b=nor &MS is issued

State G (MS) State G (MS) iy

Clear cmd clears local MS I‘/

Clear emd=>| \p o i=normal)

Direct State B /
transition to

State B

R R B

3 Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.

Figure 12



U.S. Patent

Traffic lost
during this
period

Trafflic lost
during this
period

Jun. 14, 20

Revertive

W

16 Sheet 8 of 9

US 9,369,300 B2

E Revertive

T e A X MO seea o (2 TR
Signal Failure on Protection |
Detect SF-P> E-P(e/b=null)
State I" (ST-P)
Detect, SF>
(dverriden by SF-P) State A (NR)
SF-P recovers
7=H Clear ST-P> SF(e/b=normal
N State . (SF) [~ w/b=normal)
State B (NR)
SRS
NR(x/b=normal)
SRS RIS
T Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.
Figure 13
Non-Revertive W E Non-Revertive
SEL BRG g0 A (KR w NR@D=nul) 4 g0 o vp)  SEL BRG
Signal Failure on Protection |
Detect SF-P> -P(r/b=null)
State T (SF-P)
Detect SF->
State £
verriden by SE-P) tate A (NR)
SF-P recovers
T Clear SF_F_) SF(r/b=normal)
State E (SF)
State B (NR)
T
NR(r/b=normal)
SRS B

T Traffic is bridged/selected on Working entity.
T'raffic is bridged/selected on Protection entity.

Figure 14




U.S. Patent Jun. 14,2016 Sheet 9 of 9 US 9,369,300 B2

Non-Revertive W

E Non-Revertive
State I (DNR) DNRG/b=normal) DNR(+/b=normal)

SEL ]fw' State I (DNR) SEL ]fw

Exercise

<§ = EXER is issued>
State K(EXER-P)

Clear emd clears local KXER l‘//

Clear cmd~>

[ EXER is issued

1R G/b= ) E3 =
v/b=normal) EXER(r/b=n. 1 State K(EXER-P) [y o

State M (RR-P) (RR(r/b=normal) /
Direct
transition to
State M
By S
1 Traffic is bridged/selected on Working entity.
Traffic is bridged/selected on Protection entity.
Figure 15
—> 1610 —
—p> 1630 > 1640 >
—> 1620 —
1600

Figure 16



US 9,369,300 B2

1
METHOD AND MEANS FOR STATE
TRANSITION OF ETHERNET LINEAR
PROTECTION SWITCHING

FIELD OF THE INVENTION

The present invention relates to state transition, especially
relates to method and means for state transition of Ethernet
linear protection switching.

BACKGROUND OF THE INVENTION

In ITU-T Recommendations G.8031/Y.1342, it is defined
that the APS (Automatic Protection Switching) protocol and
linear protection switching mechanisms for point-to-point
VLAN (Virtual LAN) based ETH (Ethernet layer network)
SNC (Sub-Network Connection) in Ethernet transport net-
works.

The linear protection switching mechanisms to be applied
to VLAN-based Ethernet networks as described in ITU-T
Recommendations G.8010/Y.1306. Protection switching is a
fully allocated survivability mechanism. It is fully allocated
in the sense that the route and bandwidth of the protection
entity is reserved for a selected working entity. It provides a
fast and simple survivability mechanism. It is easier for the
network operator to grasp the status of the network (e.g.,
active network topology) with a protection switching than
with other survivability mechanisms such as RSTP (Rapid
Spanning Tree Protocol).

Two kinds of protection switching architecture are speci-
fied, they are linear 1+1 protection switching architecture and
linear 1:1 protection switching architecture. The linear 1+1
protection switching architecture operates with either unidi-
rectional or bidirectional switching. The linear 1:1 protection
switching architecture operates with bidirectional switching.

In the linear 1+1 protection switching architecture, a pro-
tection transport entity is dedicated to each working transport
entity. The normal traffic is copied and fed to both working
and protection transport entities with a permanent bridge at
the source of the protected domain. The traffic on working
and protection transport entities is transmitted simulta-
neously to the sink of the protected domain, where a selection
between the working and protection transport entities is made
based on some predetermined criteria, such as server defect
indication.

Although selection is made only at the sink of the protected
domain in linear 1+1 protection switching architecture, bidi-
rectional linear 1+1 protection switching needs APS coordi-
nation protocol so that selectors for both direction selects the
same entity. On the other hand, unidirectional linear 1+1
protection switching does not need APS coordination proto-
col.

In the linear 1:1 protection switching architecture, the pro-
tection transport entity is dedicated to the working transport
entity. However, the normal traffic is transported either on the
working transport entity or on the protection transport entity
using a selector bridge at the source of the protected domain.
The selector at the sink of the protected domain selects the
entity which carries the normal traffic. Since source and sink
need to be coordinated to ensure that the selector bridge at the
source and the selector at the sink select the same entity, APS
coordination protocol is necessary.

Two kinds of operations, revertive and non-revertive opera-
tions, are also specified.

In revertive operation, normal traffic signal is restored to
the working transport entity after the condition(s) causing a
switch has cleared. In the case of clearing a command (e.g., a
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Forced Switch command), this happens immediately. In the
case of clearing of a defect, this generally happens after the
expiry of a “Wait-to-Restore” timer, which is used to avoid
chattering of selectors in the case of intermittent defects.

In non-revertive operation, normal traffic signal is allowed
to remain on the protection transport entity even after a switch
reason has cleared. This is generally accomplished by replac-
ing the previous switch request with a Do not Revert request,
which is low priority.

In addition, several states are specified in (G.8031 and the
priority between them is also specified.

SUMMARY OF THE INVENTION

Inventors of the present invention find there are some prob-
lems in state transition of the scenarios shown in FIG. 1 to
FIG. 6.

As shown in FIG. 1 (West is a local NE (network element),
while East is a far-end NE), in scenario 1a of 1:1 bidirectional
revertive operation, the current state of the local NE is State D
(i.e. Forced Switch, a working entity is standby while a pro-
tection entity is active) after receiving a Force Switch com-
mand from the local NE. When a Clear command is issued to
clear the local Forced Switch command, the local NE also
receives a far-end Forced Switch command via APS that is
previously overridden by the local Forced Switch command.
According to state transition specification in G.803 1, the state
changes from State D to State A (i.e. No Request, a working
entity is active while a protection entity is standby) by taking
only the Clear command into consideration. And then the
state of the local NE changes from State A to State B (i.e. No
Request, a working entity is standby while a protection entity
is active) when the far-end Forced Switch command is reas-
serted.

The state transition of scenario 1a will cause not only the
state transition into a lower priority state when there is a
higher priority command because the Forced Switch com-
mand’s priority is higher than state A’s priority according to
specification in (G.8031, but also cause traffic loss when the
local NE is in state A because the far-end NE in State D is
delivering traffic on a protection entity while the local NE in
State A is delivering traffic on a working entity. In addition,
extra APS algorithm re-computation and protection switch
time is caused.

As shown in FIG. 2, in scenario 15 of 1:1 bidirectional
non-revertive operation, the current state of the local NE is
state D after receiving a Forced Switch command from the
local NE. When a Clear command is issued to clear the local
Forced Switch command, the local NE also receives a far-end
Forced Switch command via APS that is previously overrid-
den by the local Forced Switch command. According to state
transition specification in (G.8031, the state changes from
State D to State I (i.e. Do Not Revert, a working entity is
standby while a protection entity is active) by taking only the
Clear command into consideration. And then the state of the
local NE changes from State I to State B when the far-end
Forced Switch command is reasserted.

The state transition of scenario 15 will cause not only the
state transition into a lower priority state when there is a
higher priority command because the Forced Switch com-
mand’s priority is higher than state I’s priority according to
specification in G.8031, but also cause extra APS algorithm
re-computation and protection switch time.

As shown in FIG. 3, in scenario 2a of 1:1 bidirectional
revertive operation, the current state of the local NE is state G
(i.e. Manual Switch, a working entity is standby while a
protection entity is active) after receiving a Manual Switch
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command from the local NE. When a Clear Command is
issued to clear the local Manual Switch command, the local
NE also receives a far-end Manual Switch command via APS
that is previously overridden by the local Manual Switch
command. According to state transition specification in
(5.8031, the state changes from State G to State A by taking
only the Clear command into consideration. And then the
state of the local NE changes from State A to State B when the
far-end Manual Switch command is reasserted.

The state transition of scenario 2a will cause not only the
state transition into a lower priority state when there is a
higher priority command because the Manual Switch com-
mand’s priority is higher than state A’s priority according to
specification in G.8031, but also cause traffic loss when the
local NE is in state A because the far-end NE in State G is
delivering traffic on a protection entity while the local NE in
State A is delivering traffic on a working entity. In addition,
extra APS algorithm re-computation and protection switch
time is caused.

As shown in FIG. 4, in scenario 26 of 1:1 bidirectional
non-revertive operation, the current state of the local NE is
state G after receiving a Manual Switch command from the
local NE. When a Clear Command is issued to clear the local
Manual Switch command, the local NE also receives a far-
end Manual Switch command via APS that is previously
overridden by the local Manual Switch command. According
to state transition specification in G.8031, the state changes
from State G to State [ by taking only the Clear command into
consideration. And then the state of the local NE changes
from State I to State B when the far-end Manual Switch
command is reasserted.

The state transition of scenario 25 will cause not only the
state transition into a lower priority state when there is a
higher priority command because the Manual Switch com-
mand’s priority is higher than state I’s priority according to
specification in G.8031, but also cause extra APS algorithm
re-computation and protection switch time.

As shown in FIG. 5, in scenario 3a of 1:1 bidirectional
revertive operation, the current state of the local NE is State F
(i.e. Signal Failure on Protection, a working entity is active
while a protection entity is standby) after Signal Failure on
Protection is detected by the local NE. When the local NE
detects that Signal Failure on Protection has recovered, the
local NE also detects Signal Failure on Working that is over-
ridden by Signal Failure on Protection detected by the local
NE. According to state transition specification in G.8031, the
state changes from State F to State A. And then the state
changes from State A to State E (i.e. Signal Failure on Work-
ing, a working entity is standby while a protection entity is
active) because Signal Failure on Working is detected by the
local NE.

The state transition of scenario 3a will cause not only the
state transition into a lower priority state when there is a
higher priority state because the Signal Failure on Working’s
priority is higher than state A’s priority according to specifi-
cation in G.8031, but also cause traffic loss when the local NE
is in state A because there is Signal Failure on Working while
the local NE in State A is delivering traffic on a working
entity. In addition, extra APS algorithm re-computation and
protection switch time is caused.

Analysis of scenario 36 of 1:1 bidirectional non-revertive
operation shown in FIG. 6 is similar to that of scenario 3a.

As shown in FIG. 7, in scenario 4 of 1:1 bidirectional
non-revertive operation, the current state of the local NE is
state K (i.e. Exercise, a working entity is standby while a
protection entity is active) after receiving an Exercise com-
mand from the local NE. When a Clear Command is issued to
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clear the local Exercise command, the local NE also receives
a far-end Exercise command via APS that is previously over-
ridden by the local Exercise command. According to state
transition specification in (G.8031, the state changes from
State K to State I by taking only the Clear command into
consideration. And then the state of the local NE changes
from State [ to State M (i.e. Reverse Request, a working entity
is standby while a protection entity is active) when the far-end
Exercise command is reasserted.

The state transition of scenario 4 will cause not only the
state transition into a lower priority state when there is a
higher priority command because the Exercise command’s
priority is higher than state I’s priority according to specifi-
cation in G.8031, but also cause extra APS algorithm re-
computation and protection switch time.

According to the above analysis, it would be advantageous
to reduce the unnecessary state transition so as to reduce
traffic loss. It would also be desirable to reduce protection
switch time.

To better address one or more of the above concerns,
according to a first aspect of the present invention, it is pro-
vided a method of state transition for a local end of a protec-
tion group of Ethernet linear protection switching in a local
network element, and the method comprises:

receiving a first message configured to change the state of
the local end with a first state, the first message being over-
ridden by the first state;

receiving a second message configured to change the state
of the local end;

determining a second state of the local end on the basis of
the first message and the second message; and

changing the state of the local end into the second state.

Both the first message overridden by the first state and the
second message are taken into consideration for the state
transition, so an unnecessary middle state is avoided and there
will be less traffic loss and protection switch time.

According to a second aspect of the present invention, it is
provided a state transition means for state transition for a local
end of a protection group of Ethernet linear protection switch-
ing in a local network element, and the state transition means
comprises:

a first receiving means configured to change the state of the
local end with a first state, the first message being overridden
by the first state;

a second receiving means configured to receive a second
message configured to change the state of the local end;

a determining means configured to determine a second
state of the local end on the basis of the first message and the
second message; and

a changing means configured to change the state of the
local end into the second state.

These and other aspects of the invention will be apparent
from and elucidated with reference to the embodiments
described hereinafter.

DESCRIPTION OF THE DRAWINGS

The above and other objects and features of the present
invention will become more apparent from the following
detailed description considered in connection with the
accompanying drawings, in which:

FIG. 1 depicts a schematic diagram of existing state tran-
sition in scenario la;

FIG. 2 depicts a schematic diagram of existing state tran-
sition in scenario 15;

FIG. 3 depicts a schematic diagram of existing state tran-
sition in scenario 2a;



US 9,369,300 B2

5

FIG. 4 depicts a schematic diagram of existing state tran-
sition in scenario 2b;

FIG. 5 depicts a schematic diagram of existing state tran-
sition in scenario 3a;

FIG. 6 depicts a schematic diagram of existing state tran-
sition in scenario 3b;

FIG. 7 depicts a schematic diagram of existing state tran-
sition in scenario 4

FIG. 8 depicts a schematic diagram of a flowchart of a
method according to the invention;

FIG. 9 depicts a schematic diagram of new state transition
in scenario la;

FIG. 10 depicts a schematic diagram of new state transition
in scenario 1b;

FIG. 11 depicts a schematic diagram of new state transition
in scenario 2a;

FIG. 12 depicts a schematic diagram of new state transition
in scenario 2b;

FIG. 13 depicts a schematic diagram of new state transition
in scenario 3a;

FIG. 14 depicts a schematic diagram of new state transition
in scenario 3b;

FIG. 15 depicts a schematic diagram of new state transition
in scenario 4; and

FIG. 16 depicts a schematic diagram of one embodiment of
the state transition means according to the invention.

The same reference numerals are used to denote similar
parts throughout the figures.

DETAILED DESCRIPTION

Firstly, it is provided a method of state transition for a local
end of a protection group of Ethernet linear protection switch-
ing in a local NE.

A protection group comprises a working entity and a pro-
tection entity. There are two ends in a protection group, one is
the local end and another is a far-end. G.8031 specifies several
states. States of the local end and the far end can be different
or same. A state/command having a relative higher priority
can change a state having a relative lower priority. Table 1
shows part of states/commands specified in G.8031 and the
priority between them.

TABLE 1

Lockout of Protection (LO)
Signal Fail for Protection (SF-P)
Forced Switch (FS)

Signal Fail for Working (SF)
Signal Degrade (SD)

Manual Switch (MS)

Manual Switch to working (MS-W)
Wait to Restore (WTR)
Exercise (EXER)

Reverse Request (RR)

Do Not Revert (DNR)

No Request (NR)

Priority
Highest

lowest

Meaning of part of the commands is explained in the fol-
lowing part.

Lockout of protection—This command prevents a working
signal from being selected from the protection transport
entity. This effectively disables the protection group.

Force switch normal traffic signal-to-protection—Forces
normal traffic signal to be selected from the protection trans-
port entity.

Manual switch normal traffic signal-to-protection—In the
absence of a failure of a working or protection transport
entity, forces normal traffic signal to be selected from the
protection transport entity.

10

15

20

25

30

35

40

45

50

55

60

65

6

Manual switch normal traffic signal-to-working—In the
absence of a failure of a working or protection transport entity
in non-revertive operation, forces normal traffic signal to be
selected from the working transport entity.

Wait-to-restore normal traffic signal—In revertive opera-
tion, after the clearing of a Signal Fail (or Signal Degrade if
applicable) on the working transport entity, maintains normal
traffic signal as selected from the protection transport entity
until a Wait-to-Restore timer expires. The state will be
changed to No Request if the timer expires prior to any other
event or command. This is used to prevent frequent operation
of the selector in the case of intermittent failures.

Exercise signal—Exercise of the APS protocol. The signal
is chosen so as not to modify the selector.

Do-not-revert normal traffic signal—In non-revertive
operation, this is used to maintain a normal traffic signal
selected from the protection transport entity.

No request—No Request is the state entered by the local
priority under all conditions where no local protection
switching requests (including wait-to-restore and do-not-re-
vert) are active. Normal traffic signal is selected from the
corresponding transport entity.

Clear—Clears the active near end Lockout of Protection,
Forced Switch, Manual Switch, Wait To Restore state, or
Exercise command.

FIG. 8 depicts a schematic diagram of a flowchart of the
method. The method comprises the following steps.

First, in step S810, the local NE receives a first message
configured to change the state of the local end with a first
state. The first message is overridden by the first state. The
first message is overridden by the first state for many reasons,
for example, the first message’s priority is the same as the first
state’s priority or the state to be obtained by the first message
is the same as the first state.

Second, in step S820, the local NE receives a second mes-
sage configured to change the state of the local end. The
second message is received by the local NE after the time or
at the same time when the first message is received. The local
NE can set a predefined timer and update received messages
periodically according to the predefined timer.

Then, in step S830, the local NE determines a second state
of the local end on the basis of the first message and the
second message. In one period determined by the predefined
timer, the local UE receives both the first message and the
second message and determines the second state based on the
first message and the second message.

Finally, in step S840, the local NE changes the state of the
local end into the second state.

In one embodiment of the method, the first state is that a
first Forced Switch command from the local network element
has been executed, a working entity of the local end is standby
and that a protection entity of the local end is active. The first
message is a second Forced Switch command from a far-end
network element. The second message is a Clear command.
And the second state is that there is no request, the working
entity is standby and that the protection entity is active.

FIG. 9 depicts a schematic diagram of new state transition
in scenario la. Referring to FIG. 9, in scenario 1a of 1:1
bidirectional revertive operation, the current state of the local
NE is State D after receiving a Force Switch command from
the local NE. When a Clear command is issued to clear the
local Forced Switch command, the local NE also receives a
far-end Forced Switch command via APS that is previously
overridden by the local Forced Switch command. According
to one embodiment of the present invention, the state changes
directly from State D to State B by taking both the Clear
command and the far-end Forced Switch command into con-
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sideration. In this way, compared with the process shown in
FIG. 1, there will be no unnecessary state transition and no
traffic loss.

FIG. 10 depicts a schematic diagram of new state transition
in scenario 15 of 1:1 bidirectional non-revertive operation.
The state transition process is the same as the process
described in FIG. 9 and there will be no unnecessary state
transition compared with the state transition process shown in
FIG. 2.

In another embodiment of the method, the first state is that
a first Manual Switch command from the local network ele-
ment has been executed, a working entity of the local end is
standby and that a protection entity of the local end is active.
The first message is a second Manual command from a far-
end network element. The second message is a Clear com-
mand. The second state is that there is no request, the working
entity is standby and that the protection entity is active.

FIG. 11 depicts a schematic diagram of new state transition
in scenario 2a. Referring to FIG. 11, in scenario 2a of 1:1
bidirectional revertive operation, the current state of the local
NE is State G after receiving a Manual Switch command from
the local NE. When a Clear command is issued to clear the
local Manual Switch command, the local NE also receives a
far-end Manual Switch command via APS that is previously
overridden by the local Manual Switch command. According
to one embodiment of the present invention, the state changes
directly from State G to State B by taking both the Clear
command and the far-end Manual Switch command into con-
sideration. In this way, compared with the process shown in
FIG. 3, there will be no unnecessary state transition and no
traffic loss.

FIG. 12 depicts a schematic diagram of new state transition
in scenario 25 of 1:1 bidirectional non-revertive operation.
The state transition process is the same as the process
described in FIG. 11 and there will be no unnecessary state
transition compared with the state transition process shown in
FIG. 4.

In a further embodiment of the method, the first state is that
a signal failure for protection has been detected by the local
network element, a working entity of the local end is active
and that a protection entity of the local end is standby. The
first message is that a signal failure for working has been
detected by the local network element. The second message is
that the signal failure for protection has been recovered. And
the second state is that the signal failure for working has been
detected, the working entity is standby and that the protection
entity is active.

FIG. 13 depicts a schematic diagram of new state transition
in scenario 3a. Referring to FIG. 13, in scenario 2a of 1:1
bidirectional revertive operation, the current state of the local
NE is State F after Signal Failure on Protection is detected by
the local NE. When the local NE detects that Signal Failure on
Protection has recovered, the local NE also detects Signal
Failure on Working that is overridden by Signal Failure on
Protection detected by the local NE. According to one
embodiment of the present invention, the state changes
directly from State F to State E by taking both Signal Failure
on Working and the Signal Failure on Protection Recovers
detected by the local NE. In this way, compared with the
process shown in FIG. 5, there will be no unnecessary state
transition and less traffic loss.

FIG. 14 depicts a schematic diagram of new state transition
in scenario 35 of 1:1 bidirectional non-revertive operation.
The state transition process is the same as the process
described in FIG. 13 and there will be no unnecessary state
transition compared with the state transition process shown in
FIG. 6
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State transition processes of 141 bidirectional revertive
and non-revertive operation are similar to the state transition
processes of 1:1 bidirectional revertive and non-revertive
operation as described above and will not be elaborated here
for the aim of simplicity.

In a further another embodiment of the method, the first
state is that a first Exercise command from the local network
element has been executed, a working entity of the local end
is standby and that a protection entity of the local end is active.
The first message is a second Exercise command from a
far-end network element. The second message is a Clear
command. And the second state is that a Reverse Request has
been signaled to the far end network element, the working
entity is standby and that the protection entity is active.

FIG. 15 depicts a schematic diagram of new state transition
in scenario 4. Referring to FIG. 15, in scenario 4 of 1:1
bidirectional non-revertive operation, the current state of the
local NE is State K after receiving an Exercise command from
the local NE. When a Clear command is issued to clear the
local Exercise command, the local NE also receives a far-end
Exercise command via APS that is previously overridden by
the local Exercise command. According to one embodiment
of'the present invention, the state changes directly from State
K to State M by taking both the Clear command and the
far-end Exercise command into consideration. In this way,
there will be no unnecessary state transition compared with
the process shown in FIG. 7. State transition processes of 1+1
bidirectional non-revertive operation are similar to the state
transition processes of 1:1 bidirectional non-revertive opera-
tion as described in this embodiment and will not be elabo-
rated here for the aim of simplicity.

According to embodiments of the method, part of the Table
A.1 and Table A.5 are changed as shown in Table 2. The state
transition in [ ] is the new added state transition.

TABLE 2
Local request
f h
Protection
Recovers
State Signaled APS from SF Clear
D Forced Switch FS N/A -1
Working/Standby  [1/b = normal] or =E9
Protection/Active [or =B?]
F Signal Fail (P) SF-P —A N/A
Working/Active [t/b = null] [or =E2]
Protection/Standby
G Manual Switch MS N/A —A
Working/Standby  [1/b = normal] [or =B®)]

Protection/Active
NOTE 1

“N/A” means that the event is not expected to happen for the State. However if it does
happen, the event should be ignored.

OIFFS is indicated in the received APS from the far end.
If SF is reasserted.
DIFMS is indicated in the received APS from the far end.

According to embodiments of the present invention, part of
the Table A.3 and Table A.7 are changed as shown in Table 3.
The state transition in [ | is the new added state transition.
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TABLE 3
Local request
f h
Protection
Recovers
State Signaled APS from SF Clear
D Forced Switch FS N/A -1
Working/Standby  [1/b = normal] or =E°
Protection/Active [or =B?]
F Signal Fail (P) SF-p —A N/A
Working/Active [t/b = null] [or =E2]
Protection/Standby
G Manual Switch MS N/A -1
Working/Standby  [1/b = normal] [or =B®)]
Protection/Active
K Exercise EXER N/A -1
Working/Standby  [1/b = normal]
Protection/Active [or =M™

NOTE 1

“N/A” means that the event is not expected to happen for the State. However if it does
happen, the event should be ignored.
DIFFS s indicated in the received APS from the far end.

IIf SF is reasserted.
DIf MS is indicated in the received APS from the far end.
PIf EXER [t/b = normal] is indicated in the received APS from the far end.

Secondly, there is provided a state transition means for
state transition for a local end of a protection group of Ether-
net linear protection switching in a local NE.

A protection group comprises a working entity and a pro-
tection entity. There are two ends in a protection group, one is
the local end and another is a far-end. G.8031 specifies several
states. States of the local end and the far end can be different
or same. A state/command having a relative higher priority
can change a state having a relative lower priority.

FIG. 16 depicts a schematic diagram of one embodiment of
the state transition means 1400 according to the invention.

Referring to FIG. 16, the state transition means 1600 com-
prises a first receiving means 1610, a second receiving means
1620, a determining means 1630 and a changing means 1640.

The first receiving means 1610 is configured to change the
state of the local end with a first state. The first message is
overridden by the first state. The first message is overridden
by the first state for many reasons, for example, the first
message’s priority is the same as the first state’s priority or the
state to be obtained by the first message is the same as the first
state.

The second receiving means 1620 is configured to receive
a second message configured to change the state of the local
end. The second message is received by the local NE after the
time or at the same time when the first message is received.
The local NE can set a predefined timer and update received
messages periodically according to the predefined timer.

The determining means 1630 is configured to determine a
second state of the local end on the basis of the first message
and the second message. In one period determined by the
predefined timer, the local UE receives both the first message
and the second message and determines the second state
based on the first message and the second message.

The changing means 1640 is configured to change the state
of the local end into the second state.

In one embodiment of the state transition means, the first
state is that a first Forced Switch command from the local
network element has been executed, a working entity of the
local end is standby and that a protection entity of the local
end is active. The first message is a second Forced Switch
command from a far-end network element. The second mes-
sage is a Clear command. And the second state is that there is
no request, the working entity is standby and that the protec-
tion entity is active.
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In another embodiment of the state transition means, the
first state is that a first Manual Switch command from the
local network element has been executed, a working entity of
the local end is standby and that a protection entity of the local
end is active. The first message is a second Manual Switch
command from a far-end network element. The second mes-
sage is a Clear command. The second state is that there is no
request, the working entity is standby and that the protection
entity is active.

In a further embodiment of the state transition means, the
first state is that a signal failure for protection has been
detected by the local network element, a working entity ofthe
local end is active and that a protection entity of the local end
is standby. The first message is that a signal failure for work-
ing has been detected by the local network element. The
second message is that the signal failure for protection has
been recovered. And the second state is that the signal failure
for working has been detected, the working entity is standby
and that the protection entity is active.

The above embodiments of the state transition means can
be applied to 1+1 bidirectional revertive and non-revertive
operation or 1:1 bidirectional revertive and non-revertive
operation.

In a further another embodiment of the method, the first
state is that a first Exercise command from the local network
element has been executed, a working entity of the local end
is standby and that a protection entity of the local end is active.
The first message is a second Exercise command from a
far-end network element. The second message is a Clear
command. And the second state is that a Reverse Request has
been signaled to the far end network element, the working
entity is standby and that the protection entity is active. This
embodiment of the state transition means can be applied to
141 bidirectional non-revertive operation or 1:1 bidirectional
non-revertive operation.

It should be noted that the above-mentioned embodiments
illustrate rather than limit the invention and that those skilled
in the art would be able to design alternative embodiments
without departing from the scope of the appended claims. In
the claims, any reference signs placed between parentheses
shall not be construed as limiting the claim. The word “com-
prising” does not exclude the presence of elements or steps
not listed in a claim or in the description. The word “a” or “an”
preceding an element does not exclude the presence of a
plurality of such elements. In the apparatus claims enumer-
ating several units, several of these units can be embodied by
one and the same item of hardware or software. The usage of
the words first, second and third, et cetera, does not indicate
any ordering. These words are to be interpreted as names.

The invention claimed is:

1. A method of state transition for alocal end of a protection
group of Ethernet linear protection switching in a local net-
work element, comprising the steps of:

receiving, at the local end, a first message configured to

change the state of the local end with a first state, the first
message being overridden by the first state;

receiving, at the local end, a second message configured to

change the state of the local end;

determining, at the local end, a second state of the local end

on the basis of the first message and the second message;
and

changing, at the local end, the state of the local end into the

second state.

2. The method of claim 1, wherein

the first state comprises a first Forced Switch command

from the local network element that has been executed,
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a working entity of the local end in a standby state and a
protection entity of the local end in an active state;

the first message is a second Forced Switch command from
a far-end network element;

the second message is a Clear command; and

the second state is that there is no request, the working
entity is in the standby state and the protection entity is
in the active state.

3. The method of claim 2, wherein the protection group is
in a linear 1+1 bidirectional revertive mode, a linear 1+1
bidirectional non-revertive mode, a linear 1:1 bidirectional
revertive mode, or a linear 1:1 bidirectional non-revertive
mode.

4. The method of claim 1, wherein

the first state comprises a first Manual Switch command
from the local network element that has been executed,
a working entity of the local end in a standby state and a
protection entity of the local end in an active state;

the first message is a second Manual Switch command
from a far-end network element;

the second message is a Clear command; and

the second state is that there is no request, the working
entity is in the standby state and the protection entity is
in the active state.

5. The method of claim 1, wherein

the first state comprises a signal failure for protection that
has been detected by the local network element, a work-
ing entity of the local end is in an active state and a
protection entity of the local end is in a standby state;

the first message is that a signal failure for the working
entity has been detected by the local network element;

the second message is that the signal failure for the protec-
tion entity has been recovered; and

the second state comprises the signal failure for the work-
ing entity that has been detected, the working entity is in
the standby state and the protection entity is in the active
state.

6. The method of claim 1, wherein

the first state comprises a first Exercise command from the
local network element that has been executed, a working
entity of the local end in a standby state and a protection
entity of the local end in an active state;

the first message is a second Exercise command from a
far-end network element;

the second message is a Clear command; and

the second state comprises a Reverse Request that has been
signaled to the far end network element, the working
entity is in the standby state and the protection entity is
in the active state.

7. The method of claim 6, wherein the protection group is
inalinear 1:1 bidirectional non-revertive mode oralinear 1+1
bidirectional non-revertive mode.

8. The method of claim 1, wherein the first message is
overridden by the first state when the first message’s priority
is the same as the first state’s priority or the state to be
obtained by the first message is the same as the first state.

9. The method of claim 1, wherein the second message is
received by the local network element after the time or at a
same time when the first message is received.

10. A state transition means for state transition for a local
end of a protection group of Ethernet linear protection switch-
ing in a local network element, comprising:

a first receiving means, at the local end, configured to
receive a first message configured to change the state of
the local end with a first state, the first message being
overridden by the first state;
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a second receiving means, at the local end, configured to
receive a second message configured to change the state
of the local end;

a determining means, at the local end, configured to deter-
mine a second state of the local end on the basis of the
first message and the second message; and

a changing means, at the local end, configured to change
the state of the local end into the second state.

11. The state transition means of claim 10, wherein

the first state comprises a first Forced Switch command
from the local network element that has been executed,
a working entity of the local end in a standby state and a
protection entity of the local end in an active state;

the first message is a second Forced Switch command from
a far-end network element;

the second message is a Clear command; and

the second state is that there is no request, the working
entity is in the standby state and the protection entity is
in the active state.

12. The state transition means of claim 11, wherein the
protection group is in a linear 1+1 bidirectional revertive
mode, a linear 1+1 bidirectional non-revertive mode, a linear
1:1 bidirectional revertive mode, or a linear 1:1 bidirectional
non-revertive mode.

13. The state transition means of claim 10, wherein

the first state comprises a first Manual Switch command
from the local network element that has been executed,
a working entity of the local end in a standby state and a
protection entity of the local end in an active state;

the first message is a second Manual Switch command
from a far-end network element;

the second message is a Clear command; and

the second state is that there is no request, the working
entity is in the standby state and the protection entity is
in the active state.

14. The state transition means of claim 10, wherein

the first state comprises a signal failure for protection that
has been detected by the local network element, a work-
ing entity of the local end in an active state and a pro-
tection entity of the local end in a standby state;

the first message is that a signal failure for the working
entity has been detected by the local network element;

the second message is that the signal failure for the protec-
tion entity has been recovered; and

the second state comprises the signal failure for the work-
ing entity that has been detected, the working entity is in
the standby state and the protection entity is in the active
state.

15. The state transition means of claim 10, wherein

the first state comprises a first Exercise command from the
local network element that has been executed, a working
entity of the local end in a standby state and a protection
entity of the local end in an active state;

the first message is a second Exercise command from a
far-end network element;

the second message is a Clear command; and

the second state comprises a Reverse Request that has been
signaled to the far end network element, the working
entity is in the standby state and the protection entity is
in the active state.

16. The state transition means of claim 15, wherein the

protection group is in a linear 1:1 bidirectional non-revertive
mode or a linear 1+1 bidirectional non-revertive mode.
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